P/NC policy for CSE/ISE courses

Students taking CSE or ISE courses (as of Spring 2004) should be aware of the policy on Pass/No Credit (P/NC). The P/NC option is blocked for all CSE or ISE courses, except CSE 101, 110, 130, 230, and 301.

Students (regardless of major status) will not be able to elect the P/NC option for any CSE or ISE course other than the five listed above.

D.E.C. D Requirements for CSE Majors

Computer Science majors should note that successful completion of one D.E.C. category D course has been added to the graduation requirements effective for newly matriculated students in spring 2006 or later. This change in requirements does not apply to students with a matriculation date of fall 2005 or earlier (even if they enter the CSE major at a later point).

Undergraduate Account Policies

Student accounts are created for the sole purpose of allowing students to complete their studies in the computer science department. Accounts are created at the direct request of a faculty member of the computer science department.
Accounts are terminated within 60 days of the graduation of a student or, in the case of a class account, at the end of the semester. If you need email access after graduation (for job hunting reasons) YOU must make arrangements to do so. Email root to make such arrangements. The accounts, systems and data are the property of computer science department and you are allowed use of the systems for the purpose of your studies only. As a rule we do the most possible to avoid compromising users' privacy but we do NOT guarantee privacy of any data or activities on our systems.

Students are assigned a fixed quota and are responsible to manage their own space (read the man page on quota, tar and compress). If a student requires extra space for a project mail should be sent to the advisor and root to make arrangements.

Student accounts are assigned to ONE user who is fully responsible for the activities of that account. You are NOT to share your account or password with ANYONE. We do attempt to crack your password during the year and if we are able to do so the account will be disabled and you will have to present yourself (with id) in person to get the account reactivated. We do not conduct account reactivation over the phone or via email so don't ask. Read the man pages on password and there is much information on the web about proper password choices.

Your student account is not intended to be used to break into other accounts, our systems or other systems on the internet. Activity which denies services to our systems or other systems on the internet are not allowed. Your account will be disabled if such activity is detected. You are not allowed, by default, to view/edit/delete/modify/copy/move/rename other users files without their permission. Promiscuous file permissions do NOT imply tacit permission to view/edit/delete/modify/copy/move/rename other users files.
Finally, your account is NOT to be used to harass other users, persons, groups, or organizations on the internet. Improper use of your account will result in the loss of the account.